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* * * * Begin Change * * * *
4.11
System interworking procedures with EPC

4.11.1
N26 based Interworking Procedures

4.11.1.1
General

N26 interface is used to provide seamless session continuity for single registration mode.

When the UE is served by the 5GC, UE has one or more ongoing PDU Sessions each including one or more QoS Flows. During PDU Session establishment and GBR QoS flow establishment, PGW-C+SMF performs EPS QoS mappings and allocates TFT with the PCC rules obtained from the PCF+PCRF if PCC is deployed, otherwise EPS QoS mappings and TFT allocation are executed by the PGW-C+SMF locally. EPS Bearer IDs are allocated by the serving AMF requested by the SMF if the SMF determines that EPS Bearer ID(s) needs to be assigned to the QoS Flow(s). For each PDU Session, EPS bearer ID(s) are allocated to the default EPS bearer which non GBR flows are mapped to, and allocated to dedicated bearers which the GBR Flows that are mapped to in EPC. The SMF shall be able to selectively determine for some of the GBR flows to allocate EPS Bearer IDs based on QoS profile and operator policies. For Ethernet and Unstructured PDU Session Types, only EPS Bearer ID for the default EPS Bearer is allocated. The EPS Bearer ID(s) for these bearer are provided to the UE, NG-RAN and PGW-C+SMF by AMF. The UE is also provided with the mapped QoS parameters. The mapped EPS QoS parameters may be provided to PGW-C+SMF by the PCF+PCRF, if PCC is deployed.

In this release, for a PDU Session for a LADN, the SMF doesn't allocate any EBI or mapped QoS parameters.

When the UE is served the EPC, UE has one or more ongoing PDN connections including one or more EPS Bearers. During PDN connection establishment, the UE allocates the PDU Session ID and sends it to the PGW-C+SMF via PCO. Other 5G QoS parameters corresponding to PDN connection, e.g. SSC
 mode, Session AMBR and QoS rules, are allocated by the PGW-C+SMF and sent to UE in PCO. During the EPS bearer establishment/modification procedure, QoS rules corresponding to the related EPS bearers are allocated and sent to UE in PCO. The 5G QoS parameters are stored in the UE and are to be used when the UE is handed over from EPS to the 5GS. The 5G QoS parameters may be provided to PGW-C+SMF by the PCF+PCRF, if PCC is deployed.
In the roaming case, if the VPLMN supports interworking with N26, the UE shall operate in Single Registration mode.

During the 5GS-EPS handover, indirect forwarding may apply for the downlink data forwarding performed as part of the handover. From its configuration data the AMF knows whether indirect forwarding applies and it requests to allocate downlink data forwarding paths on UPFs for indirect forwarding. From its configuration data the MME knows whether indirect forwarding applies and it requests to allocate downlink data forwarding paths on Serving GWs for indirect forwarding. It is configured on AMF and MME whether indirect downlink data forwarding does not apply, applies always or applies only for inter PLMN inter RAT handovers.
Interworking between EPS and 5GS is supported with IP address preservation by assuming SSC mode 1 in this release of the specification. For interworking from 5GS to EPS, the PDU Session in the source system has to be SSC mode 1.  For interworking from EPS to 5GS, the PDU Session has to be SSC mode 1 in the target system.
* * * * End of 1st  Change * * * *
4.11.1.2.2
EPS to 5GS handover using N26 interface

4.11.1.2.2.1
General

N26 interface is used to provide seamless session continuity for single registration mode. 

The procedure involves a handover to 5GS and setup of QoS Flows in 5GS.

In the home routed roaming case, the PGW-C+ SMF in the HPLMN always receives the PDU Session ID from UE and provides other 5G QoS parameters to UE. This also applies in the case that the HPLMN operates the interworking procedure without N26.

In case of handover to a shared 5GS network, the source E-UTRAN determines a PLMN to be used in the target network based on current PLMN in use and its policy if the source E-UTRAN has no knowledge of last used 5GS PLMN ID or if the last used 5GS PLMN is unavailable. The source E-UTRAN shall indicate the selected PLMN ID to be used in the target network to the MME as part of TAI in the HO Required message.

In case of handover from a shared E-UTRAN, the MME sends the last used EPS PLMN ID to AMF via N26, AMF further sends the last used EPS PLMN ID to NG-RAN to help NG-RAN to re-route the UE back to the last used EPS PLMN by selecting the suitable dedicated target frequency list (for idle mode mobility) or target cell (for connected mode mobility). The AMF stores the last used EPS PLMN ID in UE's MM context, includes the last used EPS PLMN ID in the equivalent PLMNs list and provides to UE in the Registration accept message. NG-RAN stores the last used EPS PLMN ID in the UE's context and sends to target E-UTRAN during intra-E-UTRAN handover procedure.

In case the PDN Type of a PDN Connection in EPS is non-IP, and is locally associated in UE and SMF to PDU Session Type Ethernet or Unstructured, the PDU Session Type in 5GS shall be set to Ethernet or Unstructured respectively.


NOTE 1:
The IP address continuity can't be supported, if PGW-C+SMF in the HPLMN doesn't provide the mapped QoS parameters.



Editor's note:
Indirect forwarding for home-routed roaming is FFS.

4.11.1.2.2.2
Preparation phase

Figure 4.11.1.2.2.2-1 shows the preparation phase of the Single Registration-based Interworking from EPS to 5GS procedure.
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Figure 4.11.1.2.2.2-1: EPS to 5GS handover using N26 interface, preparation phase

This procedure applies to the Non-Roaming (TS 23.501 [2] Figure 4.3.1-1), Home-routed roaming (TS 23.501 [2] Figure 4.3.2-1) and Local Breakout roaming Local Breakout (TS 23.501 [2] Figure 4.3.2-2) cases.

-
For non-roaming scenario, V-SMF, v-UPF and v-PCF+v-PCRF are not present

-
For home-routed roaming scenario, the SMF+PGW-C and UPF+PGW-U are in the HPLMN. v-PCF+v-PCRF are not present

-
For local breakout roaming scenario, V-SMF and v-UPF are not present. SMF+PGW-C and UPF+PGW-U are in the VPLMN.


In local-breakout roaming case, the v-PCF+v-PCRF forwards messages between the SMF+PGW-C and the h-PCF+h-PCRF.

1.
The source E-UTRAN decides that the UE should be handed over to the NG-RAN.

2.
The E-UTRAN sends a Handover Required (Target NG-RAN Node ID, Source to Target Transparent Container) message to the MME. Source E-UTRAN node proposes the need for data forwarding per E-RAB to the target NG-RAN using Source to Target Transparent Container.

3.
The MME selects the target AMF and sends a Forward Relocation Request (Target NG-RAN Node ID, Source to Target Transparent Container, EPS MM Context, EPS Bearer Context(s), Direct Forwarding Flag) message to the selected AMF.


The AMF converts the received EPS MM Context into the 5GS MM Context. This includes converting the EPS security context into a mapped 5G security context. The MME UE context includes IMSI, ME Identity, UE security context, UE Network Capability, and EPS Bearer context(s). An EPS Bearer context includes the SMF + PGW-C address and V-CN Tunnel Info at the UPF + PGW-U for uplink traffic, and APN.

NOTE 1:
If the AMF holds a native 5G security context for the UE, the AMF may activate this native 5G security context by initiating a NAS SMC upon completing the handover procedure.


The MME includes Direct Forwarding Flag to inform the target AMF of the applicability of indirect data forwarding.



NOTE 2:
How the 5GS Security Context is derived from the EPS Security Context is clarified in 33.501[15]
4.
The AMF invokes the Nsmf_PDUSession_UpdateSMContext service operation (EPS Bearer Context(s), AMF ID) on the SMF identified by the SMF + PGW-C address received in step 3.


For home-routed roaming scenario, the AMF selects default V-SMFs per PDU Session. The V-SMF selects the SMF + PGW-C using the SMF + PGW-C address. The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE.

5.
If dynamic PCC is deployed, the SMF may initiate PDU Session Modification towards the h-PCF + h-PCRF to obtain the 5GS PCC Rules for the PDU Session. The h-PCF + h-PCRF does not apply the 5GS PCC Rules for the PDU Session.

6. The SMF+PGW-C allocates its local resources and initiate N4 Session Modification procedure to the UPF+PGW-U. The UPF+PGW-U respond to the SMF+PGW-C with session modification response.

7.
The SMF + PGW-C updates its SM contexts and sends a Nsmf_PDUSession_UpdateSMContext (PDU Session ID, N2 SM Information (PDU Session ID, QoS Rules, EPS Bearer Setup List, H-CN Tunnel-Info)) to the AMF. SMF includes mapping between QoS flows and EPS bearers as part of N2 SM Information container. NG-RAN can use the source to target transparent container and N2 SM Information container to determine which QoS flows have been proposed for forwarding and decide for which of those QoS flows it accepts the data forwarding or not. AMF stores an association of the PDU Session ID and the SMF ID.


In case the PDN Type of a PDN Connection in EPS is non-IP, and is locally associated in SMF to PDU Session Type Ethernet, the PDU Session Type in 5GS shall be set to Ethernet. In case the PDN type of a PDN Connection in EPS is non-IP, and is locally associated in UE and SMF to PDU Session Type Unstructured, the PDU Session Type in 5GS shall be set to Unstructured.


In case of PDU Session Type Ethernet, that was using PDN type non-IP in EPS, the SMF creates QoS rules based on the 5GS PCC Rules received from PCF.

8.
For home-routed roaming scenario only: The V-SMF selects a v-UPF and initiates an N4 Session Establishment procedure with the selected v-UPF. The V-SMF provides the v-UPF with packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session, including H-CN Tunnel Info. If CN Tunnel Info is allocated by the SMF, the V-CN Tunnel Info is provided to the v-UPF in this step.


The v-UPF acknowledges by sending an N4 Session Establishment Response message. If CN Tunnel Info is allocated by the UPF, the V-CN Tunnel info is provided to the V-SMF in this step.

9.
The AMF sends a Handover Request (Source to Target Transparent Container, N2 SM Information (PDU Session ID, QFI(s), QoS Profile(s), V-CN Tunnel Info), last used EPS PLMN ID, Handover Restriction List) message to the NG-RAN. If the last used EPS PLMN ID is not in the equivalent PLMNs list, the AMF adds the last used EPS PLMN ID into it and stores the last used EPS PLMN ID in UE's MM context.

10.
The NG-RAN sends a Handover Request Acknowledge (Target to Source Transparent Container, N2 SM response (PDU Session ID, list of accepted QFI(s) and AN Tunnel Info), N2 SM Information for PDU Forwarding (PDU Session ID, N3 Tunnel Info for PDU Forwarding)) message to the AMF. The NG-RAN includes one assigned TEID/TNL address per PDU Session (for which there is at least one QoS flow for which it has accepted the forwarding) within the SM Info container. It also includes the list of QoS flows for which it has accepted the forwarding. The NG-RAN stores the last used EPS PLMN ID in the UE context and sends to target NG-RAN during intra-NG-RAN handover procedure. The NG-RAN also uses the last used EPS PLMN ID to re-route the UE back to the last used EPS PLMN by selecting the suitable dedicated target frequency list (for idle mode mobility) or target cell (for connected mode mobility) according to operator's configuration.

11.
The AMF sends an Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, N2 SM response (list of accepted QFI(s) and AN Tunnel Info), (N2 SM Information for PDU Forwarding (PDU Session ID, N3 Tunnel Info for PDU Forwarding)) message to the SMF for updating N3 tunnel information. The SMF derives from this received list of QoS flows that should be mapped to the PDU Session and informs the UPF regarding this mapping.
12. SMF+PGW-C to AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID, EPS Bearer Setup List).

This message is sent for each received Modify PDU Request message.

13.
SMF+PGW-C performs preparations for N2 Handover by indicating N3 UP address and Tunnel ID of NG-RAN to the UPF if N2 Handover is accepted by NG-RAN and by indicating the mapping between the TEID where the UPF receives data forwarded by the source eNB and the QFI + N3 Tunnel Info for PDU Forwarding where the UPF is to forward such data. If N2 Handover is not accepted by NG-RAN, SMF+PGW-C deallocates N3 UP address and Tunnel ID of the selected UPF.


The EPS Bearer Setup list is a list of EPS bearer Identifiers successfully handover to 5GC, which is generated based on the list of accepted QFI(s).

14.
The AMF sends the message Forward Relocation Response (Cause, Target to Source Transparent Container, Serving GW change indication, CN tunnel information for data forwarding, EPS Bearer Setup List, AMF Tunnel Endpoint Identifier for Control Plane, Addresses and TEIDs). The EPS Bearer Setup list is the combination of EPS Bearer Setup list from different SMF+PGW-C(s).

15.
If indirect data forwarding applies, the MME sends the Create Indirect Data Forwarding Tunnel Request/Response.
                                 * * * * End of Changes * * * *
�EN for SSC mode


�No additional value just mentioning handover of one direction.


�Move to change 1.


��Resolves in change 1.


�This has been discussed and resolved in 23501 in the last meeting.
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